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**Хід роботи**

**Завдання А.** Пошук фішингових WEB-ресурсів.

1. Вибрала 10 онлайнових фішингових URL-адрес із бази шахрайських сайтів Асоціації ЄМА (<https://www.ema.com.ua/citizens/blacklist/>) та знайшла і зберегла інформацію про них у таблиці:
   1. дата створення домену (<https://2ip.ua/ua/services/information-service/domain-information>);
   2. дата оновлення домену;
   3. назва реєстратора;
   4. країну IP-адреси (<https://2ip.ua/ua/services/information-service/site-location>).

Результати аналізу шахрайських сайтів

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | **Сайт** | **Дата створення домену** | **Дата оновлення домену** | **Назва реєстратора** | **Місцезна­ходження IP-адреси домену** |
| 1 | ods-gos.top | 2022-05-22 | 2022-05-23 | NameSilo,LLC | Великобританія |
| 2 | perekaz24.niceeuphoria.com | 2021-07-01 | 0001-01-01 | NAMECHEAP INC | Україна |
| 3 | busfor-ua.payments-cars.com | 2022-02-06 | 2022-02-06 | Registrar of domain names REG.RU LLC | Бразилія |
| 4 | swap-pro.trade | 2022-05-02 | 2022-05-02 | Hosting Ukraine LLC. | Україна |
| 5 | privat24.quickpay.pw | 2022-04-23 | 2022-05-23 | PDR Ltd. d/b/a PublicDomainRegistry.com | не знаходиться |
| 6 | for-gos.top | 2022-05-11 | 2022-05-13 | NameSilo,LLC | не знаходиться |
| 7 | privat24.tech | 2022-05-08 | 2022-05-13 | Registrar of Domain Names REG.RU, LLC | не знаходиться |
| 8 | thoughtfulwear.top | 2021-05-31 | 2021-06-02 | Alibaba.com Singapore E-Commerce Private Limited | Бразилія |
| 9 | localditcolmc.top | 2022-05-03 | 2022-05-03 | Eranet International Limited | США |
| 10 | ochadavtorrizaciya.simdif.com | 2009-09-30 | 2021-09-01 | OVH, SAS | Франція |

**Завдання Б.** Провела експеримент з дослідження наскільки сильним є вплив соціальної інженерії.

Мета експерименту буде виявити наскільки сильним є вплив соціальної інженерії і як легковажно ми інколи відносимось до фішингових посилань.

1. відправила листа електронною поштою сестрі.

2. надіслала повідомлення у Facebook сусідці

**Тут, зважаючи на ситуацію, вирішила не ризикувати на велику кількість. І сестра, і сусідка відкрили листи. Тому можу сказати, що мушу попрацювати над їхніми знаннями про фішинг😊**

**Висновки:**

Ця лабораторна робота була для мене цікавою. Вона напевно найлегша і найменш затратна в часі в порівнянні з іншими. З нового, то я відкрила для себе, що є сайти, де зібрані шахрайські сайти